
NOVA COMPUTER SUPPORT PROVIDES 
EXCEPTIONAL
IT SUPPORT
FOR THE AMERICAN COLLEGE 
HEALTH ASSOCIATION

Elevate your college health services with NOVA Computer Solutions. 
Tailored IT solutions for The American College Health Association, 
ensuring seamless integration and expert support.



Organizations face new challenges and vulnerabilities as the world shifts to 
embrace the digital age. One such organization, the American College Health 
Association (ACHA), is a professional society with over 100 years of history aimed 
at enhancing the health and wellness of college students. Implementing 
cybersecurity initiatives and IT support is paramount for ACHA’s data protection 
and efficiency assurance across their remote workforce.

NOVA Computer Solutions, a trusted partner of ACHA, plays a crucial role in 
assisting with these tasks. Comprising industry professionals specializing in IT 
solutions and cybersecurity, NOVA works tirelessly to ensure the safety and 
integrity of their clients’ sensitive data. In addition to maintaining a secure 
environment, NOVA trains ACHA staff on the latest cyber threats. It enforces the 
importance of protecting essential digital assets, all while reducing risks and 
effectively safeguarding the organization’s activities.

• NOVA Computer Solutions provides ACHA with crucial IT support and 
cybersecurity services.

• ACHA’s remote workforce requires effective IT solutions and data protection 
across multiple locations.

• Ongoing training and risk management help ACHA better protect its sensitive 
data and maintain the confidence of its members.

Page  /  2N O V A  C A S E  S T U D Y:  A M E R I C A N  C O L L E G E  H E A LT H  A S S O C I AT I O N

Key Takeaways
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James Wilkinson, CEO of the American College Health Association (ACHA), leads this 100-year-old 
professional society based in Silver Spring, Maryland. As the recognized expert in college health and 
wellness, ACHA plays a crucial role in ensuring the well-being of students through health centers, 
mental health counseling centers, and health promotion activities.
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Meet Our Client:
American College Health Association

The Advocate for College Health and Wellness

ACHA works closely with health faculty and administrators, who coordinate activities across different 
aspects of college health. Comprised of a remote workforce spread across various regions, ACHA 
serves its national base of about 11,000 individual members. To do this effectively, they require 
solutions catering to remote IT support and prioritizing sensitive data security in line with HIPAA 
regulations.

Their ongoing data warehouse project consolidates valuable information under the Microsoft Azure 
tenant, maintaining security levels while ensuring the confidentiality and integrity of their members’ 
sensitive information. Additionally, ACHA takes cybersecurity training seriously and leverages tools to 
reduce risk and improve risk mitigation strategies.

By working with health professionals, institutions, and other partners, the American College Health 
Association continues to be a reliable and influential voice in promoting college health and wellness 
nationwide.

Collaboration with Health Faculty and Administrators
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The American College Health Association (ACHA) is a professional society with a century-long history 
dedicated to being the recognized expert in college health and wellness. With a wide-reaching 
membership base of approximately 11,000 individuals, the organization mainly has a remote workforce 
in the District of Columbia, Maryland, Virginia, Florida, Massachusetts, and Colorado.

ACHA has adopted remote solutions to serve the geographically distributed workforce and resolve IT 
problems quickly and efficiently. The organization puts great emphasis on security training, utilizing Phi 
Protect training sessions to:

Increase staff awareness regarding phishing techniques
Offer guidance on password usage and management

While ACHA does not handle data bound by the Health Insurance Portability and Accountability Act 
(HIPAA), they are responsible for maintaining sensitive data about schools, student usage rates, and 
confidential institutional information.

A significant ongoing project is the creation of a centralized data warehouse, which consolidates data 
from various sources, all within the organization’s Microsoft Azure tenant. Ensuring that the data 
remains secure and only accessible to authorized parties is highly important.

ACHA has also taken measures to greatly reduce the risk of cyber ransoms and protect their data by 
maintaining duplicate copies of the information elsewhere. This means that even in the case of a cyber 
ransom attack, the data is still intact and accessible.

Regarding ongoing staff education, ACHA is committed to continual training updates to keep 
employees informed about the latest risks and strategies in cybersecurity. This helps them better 
serve their members and mitigate risks associated with their digital environment.
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Remote Workforce and
Geographic Distribution
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The American College Health Association (ACHA) is a century-old organization specializing in college 
health and wellness. With their widespread workforce spanning various US states and their 
responsibility to serve over 11,000 members, IT solutions and support efficiency are the backbone of 
their operations.

ACHA has implemented a remote IT support solution to ensure the organization can swiftly respond to 
IT-related issues. This approach enables staff members to promptly resolve technical hurdles and 
maintain their focus on serving their nationwide member base.

Security training, especially in cybersecurity and data protection, is a top priority for ACHA. Their staff 
undergo regular training sessions and updates on the latest phishing tactics, password management, 
and other security aspects to help them stay vigilant against cyber threats.

ACHA houses sensitive and confidential data related to institutions, students, and other stakeholders. 
The organization utilizes the Microsoft Azure platform to protect this valuable information, which its IT 
partners manage. Their ongoing data warehouse project is centralized and heavily secured to ensure 
the safety and privacy of their members’ data.
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IT Solutions and Support E�ciency
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In addition to data protection measures, ACHA has established a 
redundant backup system as a contingency plan against ransomware 
threats. This gives the organization peace of mind, knowing they have a 
failsafe against cyberattacks that might compromise their critical 
information.

Continuous training and remaining up-to-date with security practices are 
imperative for mitigating risks and potential problems. ACHA recognizes 
the importance of proactively addressing potential vulnerabilities in its IT 
infrastructure and has built strong partnerships with IT experts to provide 
comprehensive support for hardware and software-related issues.

To sum up, ACHA’s dedication to efficient IT solutions, support, and staff 
training in cybersecurity ensures the organization can function smoothly 
and maintain the trust of its members. A holistic approach to tackling IT 
challenges is crucial for organizations like ACHA that depend heavily on 
technology and the Internet for daily operations.
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Cybersecurity Initiatives and Training
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One crucial aspect of enhancing cybersecurity at the American College Health Association (ACHA) is 
focusing on phishing education and password management to protect sensitive information. ACHA 
employees have access to a national base of 11,000 individuals, and protecting their information from 
cyber threats is essential. The organization has implemented password management tools for 
employees to maintain secure credentials. Furthermore, continuous training is provided to raise staff 
awareness of phishing tactics, mitigating the risks associated with handling sensitive information within 
the organization.

Phishing Education and Password Management

Although ACHA doesn’t directly handle Protected Health Information (PHI) as defined by the Health 
Insurance Portability and Accountability Act (HIPAA), they manage sensitive, confidential data 
regarding their members’ institutional experiences and student usage rates. To protect this sensitive 
information, specific data sensitivity and PHI Protect Training are imparted to the staff to help them 
understand the differences between confidential data, sensitive data, and trade secrets. This ensures 
that employees are well-versed in the risks associated with handling each type of data and can follow 
best practices to prevent security breaches.

In addition to training, ACHA has implemented robust security measures such as having duplicate 
copies of their vital databases and adopting redundant systems to prevent potential ransomware 
attacks. The organization also relies on Microsoft Azure tenants maintained by NOVA to house their 
sensitive data securely, ensuring members’ confidence in their ability to protect their information from 
malicious actors.

ACHA has obtained cybersecurity insurance and continuously works to refine its security policies as 
part of its risk mitigation strategy. The organization understands the importance of cybersecurity and 
remains committed to addressing the short-term symptoms of potential issues and expanding 
systemic solutions to minimize vulnerabilities and improve overall security.

Data Sensitivity and PHI Protect Training
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Data Protection Strategies
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Our organization is working on a large-scale data warehouse project consolidating various data 
sources into a centralized repository. This data warehouse is hosted on our Microsoft Azure tenancy, 
maintained and supported by our partner, NOVA. They play a significant role in ensuring that the 
security measures meet the requirements, giving our members confidence in storing and handling their 
confidential and sensitive data.

Data Warehouse Project and Azure Infrastructure Management

We have partnered with NOVA to strengthen security assurance in several key areas. With their help, 
we have implemented comprehensive security training programs for our staff, covering phishing 
attacks, password management, and general cybersecurity awareness. This ongoing education 
enables staff to understand better and mitigate risks associated with handling sensitive information, 
ensuring the safety and integrity of our members’ data.

Collaboration with NOVA for Enhanced Security

In order to proactively defend against ransomware threats, we have implemented a data redundancy 
strategy. By maintaining a duplicate copy of critical databases, we can effectively mitigate the impact 
of a ransomware attack. In the event of such an attack, our organization can confidently refuse to 
comply with ransom demands, knowing that we have a backup of our valuable data readily available. 
This approach significantly reduces the risk of data loss and ensures the continued operation of our 
organization.

Ransomware Defense and Data Redundancy Measures
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Roles in Risk Management
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One of the essential elements in an organization’s operations is risk management. It plays a critical role 
in safeguarding sensitive information, such as confidential data, student usage rates, experiences, and 
institutional confidential information. With the help of a remote workforce and a national member base, 
organizations should focus on addressing IT problems efficiently, ensuring the security of their systems, 
and keeping their staff well-trained.

To strengthen an organization’s security measures, it is important to:

• Conduct regular security training sessions to raise staff awareness of potential cyber threats like 
phishing and how to use secure password managers

• Utilize secure platforms for data storage, such as Microsoft Azure, to maintain high-security levels
• Implement redundancy measures, such as duplicating critical databases in multiple locations, to 

protect against ransomware attacks.

Security Measures

Ongoing staff training is vital to mitigate cyber risks. This involves educating employees about the 
differences between various types of sensitive information (e.g., HIPAA data, confidential data, trade 
secrets) and the potential hazards associated with communicating through various modes (e.g., text, 
personal phone, Slack, Microsoft 365). This training should not be a one-time event; it must be 
continually updated and reinforced to keep staff informed and vigilant.

Staff Training
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Organizations should also consider investing in cybersecurity 
insurance to protect themselves from potential cyber risks 
further. Having a comprehensive cybersecurity program and 
redundancy measures in place can lower an organization’s 
insurance premium and reduce the overall risk.

Cybersecurity Insurance

It is essential to have a strong, reliable IT support system in place to help staff with hardware and 
software issues. One of the key aspects of IT support is taking a holistic approach to addressing 
problems by identifying and fixing not only the immediate symptoms but also the underlying systemic 
issues causing them.

IT Support

Organizations, particularly CEOs, must understand the importance of cybersecurity and its associated 
risks. This involves recognizing:

• The critical digital assets at risk (e.g., membership databases, data warehouses)
• The organization’s vulnerabilities and methods to protect these assets
• How to train staff to help protect these assets by implementing various security measures and 

protocols

In conclusion, risk management is pivotal in ensuring an organization’s overall success and safety. 
Investing in robust security measures, continuous staff training, cybersecurity insurance, and efficient 
IT support can significantly reduce cyber risks and protect sensitive data.

Understanding and Identifying Risks
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Communication and Collaboration

In today’s world, there are multiple modes of communication, such as text, personal phone, Slack, Box 
environment, and Microsoft 365. While this enables increased connectivity and productivity, it also 
introduces exposure to risks, such as cybersecurity threats.

Various Communication Channels

Different types of data need to be handled with varying levels of sensitivity. These include confidential 
data, sensitive data, trade secrets, and HIPAA-protected information. Knowing and understanding the 
differences between these categories is crucial to ensuring proper security measures are in place.

Organizations must adopt robust security strategies and invest in employee training to ensure the 
security of such diverse data types and maintain efficient communication. This can include programs 
that raise awareness around phishing, passwords, password managers, and the implications of the 
dark web. Ongoing training is vital to keep staff up-to-date with cybersecurity threats and risk 
mitigation strategies.

Moreover, organizations should invest in cybersecurity insurance and reduce their overall risk by 
implementing redundant systems for their important digital assets. This can lower the premiums 
associated with insurance policies.

For an organization to continue thriving, CEOs and administrators must understand the importance of 
cybersecurity and properly address potential risks and vulnerabilities. This can be achieved through 
staff training, data protection, and redundancies to increase the overall security of the organization’s 
assets.

Diverse Data Categories
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ACHA emphasizes adequate security training for its staff to instill a strong consciousness about cyber 
threats. The organization utilizes relevant training sessions and tools to ensure its workforce 
understands the intricacies of phishing tactics, password management, and the difference between 
various types of sensitive data, such as:

▪ Confidential data
▪ Sensitive data
▪ Trade secrets

In addition to the training, ACHA has invested in redundant systems to mitigate risks. For example, in 
case of a cyber ransom attack, they have a duplicate database to prevent significant disruptions.

Security Training & Risk Mitigation

Understanding the potential risks and vulnerabilities in the digital landscape, ACHA has taken out 
cybersecurity insurance to protect themselves. The fact that the organization has invested in staff 
training and redundant systems has allowed them to negotiate lower insurance premiums with the 
notion that their risk is comparatively lower.

Through these efforts, ACHA demonstrates the importance of cybersecurity awareness and taking 
responsibility in protecting their digital assets. It is valuable for any organization to acknowledge the 
significance of cybersecurity and implement proactive strategies such as training and insurance to 
safeguard themselves in today’s fast-paced digital era.

Cybersecurity Insurance

The American College Health Association (ACHA) is an organization dedicated to ensuring the health 
and wellness of college students across the nation. With a widespread workforce and the need for 
efficient remote solutions, cybersecurity is a major concern for the association. Among the various risk 
management strategies in place, ACHA focuses on two primary areas: security training and 
cybersecurity insurance.

Cybersecurity Insurance and Risk Reduction
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CEO’s Perspective on
Cybersecurity Importance

Cybersecurity plays a crucial role in the success of an organization, and CEOs must understand the 
importance of digital risks and vulnerabilities. Organizations today rely on web connectivity for 
productivity, which exposes them to potential cyber threats. Identifying assets at risk, such as 
membership databases, data warehouses, and confidential information, helps determine the 
necessary measures to protect them.

Grasping Digital Risks and Vulnerabilities

Protecting an organization’s digital assets and membership databases is essential, as they contain 
sensitive and confidential information. CEOs must implement security training for staff to identify and 
manage risks associated with cyber threats. Ongoing training helps ensure employees are well-versed 
in the latest scams and phishing strategies. A robust cybersecurity plan includes training, response 
protocols, and redundancies to secure critical assets.

One effective measure is maintaining duplicate copies of crucial data to prevent hostage situations 
from cyber ransom attacks. It is essential to update these copies to secure the organization’s assets 
constantly. Additionally, cybersecurity insurance can provide financial protection against potential 
risks.

Another crucial aspect is ensuring seamless communication and support between hardware and 
software, addressing both immediate and systemic issues that may arise. A reliable and holistic 
cybersecurity partner can be instrumental in tackling underlying problems, significantly reducing an 
organization’s risk.

In conclusion, CEOs who do not prioritize cybersecurity risk their organization and jobs. Understanding 
and mitigating potential risks, protecting digital assets, and continuously training staff to navigate the 
evolving landscape of cyber threats is vital.

Safeguarding Digital Assets and Membership Database
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At NOVA Computer Solutions, we understand the importance of providing a secure and efficient 
remote work environment for organizations like the American College Health Association (ACHA). With 
a national base of members and a workforce spread across the United States, ACHA requires 
top-notch IT solutions to address their varying needs. Here are a few reasons why choosing NOVA as 
your trusted IT services company can benefit your organization:

• Responsive Remote Support: Our team of experts provides prompt and efficient remote IT 
support to resolve issues quickly, allowing your staff to return to their essential tasks.

• Cybersecurity Training: We prioritize security, offering training sessions on phishing, password 
management, and cyber awareness. This ensures your staff is well-versed in the latest security 
threats and best practices.

• Data Protection: With a focus on securing sensitive information, we help organizations like ACHA 
protect institutional confidential data, ensuring compliance with HIPPA and other industry 
standards.

• Microsoft Azure Maintenance: As part of our service, we maintain the Microsoft Azure tenant, 
ensuring the security of your organization’s data warehouse and the confidence of your members.

• System Redundancy: We implement comprehensive backup solutions to protect your 
organization from ransom attacks, reducing vulnerability and risk.

• Holistic Approach: Our team analyzes potential issues from a broader perspective, not just 
simple symptoms. By addressing the underlying problems, we ensure your organization’s 
long-term stability and security.

• End-to-end Support: Your organization will have a dedicated Client Success Account Manager, 
ensuring personalized support for hardware and software concerns.

With NOVA Computer Solutions as your trusted IT partner, you can be confident in our ability to 
provide knowledgeable, clear, and comprehensive IT solutions. Whether dealing with hardware, 
software, security, or data management, we are here to support the many facets of your organization’s 
cyber needs.

Why Choose NOVA Computer Solutions as
Your Reliable IT Services Provider
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IT Support and Client Success

Our dispersed workforce experiences various IT problems that must be resolved quickly and 
efficiently. A responsive support system that addresses hardware and software challenges is crucial 
for our organization. Our client success account person, Morgan, has been consistently helpful and 
patient, providing IT assistance regardless of the employees’ familiarity or comfort level with 
technology.

Quick Assistance for Hardware and Software Issues

Our IT support takes a comprehensive approach when resolving issues, not just focusing on short-term 
fixes. Our organization can rely on this approach to reduce the probability of recurring issues by 
analyzing the underlying cause and attempting to deal with systemic problems. Adequate support in 
addressing complex challenges, such as data warehouse security and redundancy, is essential for 
keeping our operations running smoothly and protecting sensitive information.

As an organization, we recognize the significance of cybersecurity in today’s digitally connected world. 
The training sessions provided by our IT support help our employees stay informed about the latest 
scams, phishing strategies, and data categories, such as HIPAA data, confidential data, and sensitive 
data. This ongoing education, combined with appropriate security measures and redundancies, 
minimizes our risk exposure and safeguards our valuable assets.

Holistic Problem-Solving Approach Yields Benefits


